**1 What is your view of the cyber threat environment? What threats should Government be focusing on?**

**2 Do you agree with our understanding of who is responsible for managing cyber risks in the economy?**

**3 Do you think the way these responsibilities are currently allocated is right? What changes should we consider?**

**4 What role should Government play in addressing the most serious threats to institutions and businesses located in Australia?**

**5 How can Government maintain trust from the Australian community when using its cyber security capabilities?**

**6 What customer protections should apply to the security of cyber goods and services?**

**7 What role can Government and industry play in supporting the cyber security of consumers?**

**8 How can Government and industry sensibly increase the security, quality and effectiveness of cyber security and digital offerings?**

**9 Are there functions the Government currently performs that could be safely devolved to the private sector? What would the effect(s) be?**

**10 Is the regulatory environment for cyber security appropriate? Why or why not?**

**11 What specific market incentives or regulatory changes should Government consider?**

**12 What needs to be done so that cyber security is ‘built in’ to digital goods and services?**

**13 How could we approach instilling better trust in ICT supply chains?**

**14 How can Australian governments and private entities build a market of high quality cyber security professionals in Australia?**

**15 Are there any barriers currently preventing the growth of the cyber insurance market in Australia? If so, how can they be addressed?**

**16 How can high-volume, low-sophistication malicious activity targeting Australia be reduced?**

**17 What changes can Government make to create a hostile environment for malicious cyber actors?**

**18 How can governments and private entities better proactively identify and remediate cyber risks on essential private networks?**

**19 What private networks should be considered critical systems that need stronger cyber defences?**

**20 What funding models should Government explore for any additional protections provided to the community?**

**21 What are the constraints to information sharing between Government and industry on cyber threats and vulnerabilities?**

**22 To what extent do you agree that a lack of cyber awareness drives poor consumer choices and/or market offerings?**

**23 How can an increased consumer focus on cyber security benefit Australian businesses who create cyber secure products?**

**24 What are examples of best practice behaviour change campaigns or measures? How did they achieve scale and how were they evaluated?**

**25 Would you like to see cyber security features prioritised in products and services?**

**26 Is there anything else that Government should consider in developing Australia’s 2020 Cyber Security Strategy?**